IN THE CLAIMS:

Please amend the claims as follows:

1. (Curr’ently Amended) A method for the generation of forgery-proof
documents or data records, whereby key information is generated and whereby encrypted
checking information is formed from the key information and from a transaction indicator, -

characterized-in-that

ﬁﬂs—ebjeGWeﬂs—ae}Heved—m—ehat—the-genefweﬂ—eﬁt-he comprising the steps of

generating random key information and the-formation-of-the fbrming encrypted

checking information from the key information and from the a transaction indicator are
earried-out in a cryptographically reliable contact station,
encrypting the key information in that the cryptographically reliable contact station
] ] . E . . ; . ] 3

transmitting the encrypted checking information and the encrypted key information

are-transmitted by the cryptographically reliable contact station to an intermediate station, in
that
the intermediate station temporarily steres storing the encrypted key information and

the encrypted checking information and transmits-it subsequently transmitting this to a

cryptographic module of a document producer later-en; at a different point in time from the

transfer between the cryptographically reliable contact station and the intermediate station.

2. (Currently Amended) The method according to Claim 1,

characterized-in-that comprising generating

the key information is-generated in such a way that the key information is formed

randomly.
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3. (Currently Amended) The method according to ene-ermere-of the-preceding
elayms;

characterizedanthat Claim 1, comprising configuring at least one of

the encrypted key information and/er and the encrypted checking information is

configured in such a way that it cannot be decrypted in the intermediate station.

- 4. (Currently Amended) The method according to ene-ormere-of the-preceding
elaims;

characterized4nthat Claim 1, comprising

the cryptographic module preferably-deerypts decrypting the key information with a

key contained in the cryptographic module.

5. (Currently Amended) The method according to ene-er-mere-of the-preceding
elaims;

characterizedinthat Claim 1, comprising

the document producer enters entering his own data into the cryptographic module.

6. (Currently Amended) The method according to ene-er-mere-efthe-preceding

characterized-in-that Claim 1, comprising irreversibly linking
the data entered by the document producer is-rreversibly-linked to the key informa-

tion by means of the cryptographic module.
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7. (Currently Amended) The method according to Claim 6,

characterzed4n-that comprising irreversibly linking

the data entered by the document producer and the decrypted key information are

irreversiblylinked-inthat by using the key information is-used to form a check value for the
document.

8.. (Currently Amended) The method according to ene-er-both-ef-Claims Claim 6

characterizedin-that, comprising forming at least one of a document and a data record

from
the result of the irreversible linking of the data entered by the document prodﬁcer with

the decrypted key information feﬂns—a—deeumen&mad%e%a—da%a—reeerd—mat—ts%msmﬁ{ed and

transmitting the document or data record to a checking station.

9. (Currently Amended) The method according to Claim &,
charaeterized-inthat wherein
the document or data record transmitted to the checking station contains the document

producer’s own data, at least partially in plain text.
10. (Currently Amended) The method according to ene-er-beth-efClaims Claim 8

characterizedan-that, comprising entering

the encrypted checking information is-entered into the document or data record that is

transmitted to the checking station.
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11. (Currently Amended) The method according to ene-er-mere-of the-preceding
elatms;

charaeterizeddn-that Claim 1, comprising encrypting

information remaining in the cryptographic module is-enerypted in such a way that it

can be decrypted in the cryptographic module.

12.  (Currently Amended) The method according to ene-er-mere-of-the-preceding
elaimns;

characterzed-inthat Claim 1, supplving

the-supphy-of the cryptographic module with the information, also in case of a supply
via communication partners that are not reliable in the cryptographic sense, is-carried-out by a

cryptographically reliable station whose information can be relied on by the checking station.

13. (Currently Amended) The method according to Claim 12,
| izod in-that,
- in order for a reliable station to provide reliable information for the cryptographic

module, using cryptographic encryptions are-used that the checking station can reverse.

14. (Currently Amended) The method according to ene-er-mere-of-the-preceding
elaims;

characterized-in-that Claim 1, comprising supplying

the-supphy-of the cryptographic module via communication partners that are crypto-
graphically non-reliable is-earried-out in such a way that the information is forwarded to the

cryptographic module at a different point in time.
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15. (Currently Amended) The method according to ene-er-mere-of-Claims Claim

1 to14;

characterized-in-that, compri'sing supplying

the-supply-of the cryptographic module via communication partners that are crypto-
graphically not reliable is-earried-eut in such a way that an exchange of information within a

dialog is not necessary.

16. (Currently Amended) The method according to ene-er-mere-of Claims Claim
1 te-14;
- characterized-n-that, comprising cryptographically linking

the two types of data are-eryptographieally-linked to each other, but such that said

linking cannot be discovered by means of crypto-analysis.

17. (Currently Amended) The method according to Claim 19,

characterized4n-that wherein

the cryptographic linking of the two types of data is such that non-linear fractions are

added that are known only to the reliable contact station and to the checking station.

18.  (Currently Amended) The method according to ene—er—mefe—ef—the—pfeeed-mg
claims;

charaeterized-inthat Claim 1, wherein

the generated forgery-proof documents or data records contain monetary value infor-

mation.
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19. (Currently Amended) The method according to Claim 18,
characterized-in-that comprising cryptographically connecting

the monetary value information is-eryptographically-conneected to the document or

data record in such a way that a check value can be formed by comparing the monetary value

information to the document or data record.

20. (Currently Amended) The method according to ere-erbeth-efClaims Claim
18 ex-19;
characterized+n-that, wherein

the monetary value information contains proof of the payment of postage amounts.

21. (Currently Amended) The method according to Claim 20,

characterizedin-that comprising linking .

the monetary value information that proves the payment of postage amounts is-}inked

to identification data of the document producer.

22. (Currently Amended) The method according to ene-erbeth-efClaims Claim
20 o2

characterized-in-that, comprising linking

the monetary value information is-Hnked to address data.
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23. (Currently Amended) A value transfer center with an interface for loading
monetary values,

characterized-in-that

the-value-transfer-center-contains comprising an interface to receive encrypted
information of a cryptographically reliable contact station and to temporarily store the
received encrypted information as well as means for receiving value transfer requests by at
least one cryptographic module and of forwarding the received encrypted information to the

cryptographic module at a different point in time.

24. (Currently Amended) The value transfer center éccording to Claim 23,
characterized-in-that wherein
the information is encrypted in such a way that it cannot be decrypted in the value

transfer center.
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